Defense Property Accountability System

16.3.00 Release Notes

July 14, 2003

1. Overview

The effective date for DPAS Release 16.3.00 is July 14, 2003.  As of this date, users must be using this version of DPAS, or to access the Defense Property Accountability System.  All previous versions will not be able to access DPAS.  To obtain the required software, contact your DPAS software administrator who has the authority to access the DPAS web server support area.

This release contains 4 System Change Requests (SCRs), a number of Program Trouble Reports that resolve Help Tickets, an upgrade of the Eureka Report Writer toolset, and an upgrade to the Database Management System software.  Information concerning the SCRs is contained in Section 4, and for the PTRs the information is contained in Section 5.  

The upgrade of the Database Management System will result in all user passwords being expired for the initial login.  To access the system the first time, each user must input their password in all “UPPER CASE”.  Upon successful access, the user will be required to select a new password that must consist of mixed case letters, numerics and special characters, and be at least 8 characters in length. 

Several new processes were added to the system with this release.  Users requiring access to one or more of these processes will need to contact their DPAS Security POC to be granted access to them.  The access granting process is real-time, so once the DPAS Security Representative makes the update, the next time the user logs in, they will have access to the processes.  Refer to Section 3 for information concerning processes that were added and removed from the system with this release.

The primary change with this release is the termination of the reporting of IT assets to the Defense Information System Agency’s Defense Information Technology Management System (DITMS) and the development of a new interface for the reporting of all types of assets to the Defense Logistics Agency’s Defense Automated Information System (DAISY).  Refer to System Change Request 00304 in Section 4c of this document, the DPAS Web site and the DRMS web site for additional information

2. Installation of Client Software 

a. For Release 16.3.00, the DPAS client software must be updated prior to attempting to access the system.  All users, existing and new, should download the DPAS software from the DPAS web/support area and follow the DPAS Client installation procedures.  If this is a ‘First Time” installation, you may need to update a Windows DLL (See Note 1 below).  For detailed Installation Instructions for the DPAS software and related software packages, consult the DPAS web/support page.  To verify that the installation was successful, logon to DPAS, go to Help- About DPAS, the Client Software Version should reflect 16.3.00 or later. 
b. For the Database Management Software upgrade, existing users will execute Cincom’s Supra Server SQL Software.  This upgrade will require the re-establishment of all Xparam Files and ODBC Data Sources for each Site Id that access is required to.  The existing parameters will be deleted during the un-install process.  For new installations of DPAS, follow the standard DPAS ODBC driver installation procedures that can be obtained from the DPAS web/support page.
To create the Xparam entries, locate the software using Start-Programs-Supra Server SQL - Xparam, select “New” and enter the following: “Database Name”.  Input your Site Id here, then Select “OK”.  On the next window, input the “DNS”.  The DNS = xx-xxxx.dpas.day.disa.mil where xx-xxxx = your Site Id.  Select “Save”.  For the sites that use the PDCD Manager, an additional Xparam must be created for:  Database Name = excess, DNS = excess.dpas.day.disa.mil.  Note. To ensure access is maintained as databases are moved among the DPAS servers, it is recommended that a local Host file not be used, or any DNS format other than those listed above be utilized.  As an example, previous DNS’s like ‘b.day.disa.mil’ will not longer be valid DNSs.

To create ODBC Data Sources, open Microsoft’s ODBC Data Source Administrator, Select the “System” tab, ADD, Select Supra 2900 driver, then, enter your Site Id as the source name.  Duplicate this action for the “Excess” Source Connection.  

Note:  During the installation process, the install will prompt for the establishment of ODBC Data Sources.  It can be done at that time or after the actual software installation has been completed.

For detailed Installation Instructions, consult the DPAS home page/support area.  Failure to complete these actions will result in users not being able to view/print reports, generate Ad Hoc queries/reports using Eureka, or import/export inventory data for use with PDCDs.

c. For the Eureka Upgrade, the software will require the selection of the “Repair” option after the software has been unpacked for the installation of the 7.0.011 upgrade.  After the upgrade has been completed, a follow-on repair will execute that will correct a deficiency in the 7.0.011 software that relates to exporting data to Excel in Quick Query mode.  For detailed instructions for installing the Eureka upgrade refer to the Eureka Upgrade Installation Procedures.  They can be obtained from the DPAS web/support page.

d. With this release, DPAS has changed the location where the locally stored user default values are stored in the Windows registry from HKEY_LOCAL_MACHINE to HKEY_CURRENT_USER.  As a result, the user defaults will not be displayed to the user from the new location without migrating the data to the new location.  To do this, DPAS has provided a special utility that will accomplish this function.  To execute the utility, locate the file ‘DPASREG.exe’ in the directory where DPAS has been installed.  Upon executing, it will unpack the programs required to perform the data migration.  Follow the prompts through completion.  Failure to do this will result in the user having to re-establish all of their previously entered values.

Note 1: To ensure DPAS functions properly with the Windows operating system, there may be a need to update a Microsoft control dll.  To perform this function, download the Microsoft executable from the DPAS support page and run it from a DOS prompt or from Windows Explorer.  This executable will check the version of 'comctl32.dll' and replace it with a newer one if required.  The version of the file must be 4.72 or higher.  This can be checked manually by 'right clicking' on the dll and choosing version if you prefer not to run the supplied executable.  Users who have IE 4.0 (Internet Explorer) or higher will have a newer version than supplied with this executable.  No action is required if you are sure of the version of this file.

Note 2: When the installation is complete, you can verify that the user has the most recent updates by viewing the installed version using Help - About DPAS.  The versions of DPAS should read 16.3.00 (client and server) or higher. The version of Eureka should read 7.0.011.  The NetConnect version should have a date of 02/28/2003 and the ODBC Driver should have a version number of 29.00.0010  You can verify the versions you have installed by choosing 'Help - About DPAS' from the Main Menu Bar.  If you are not using the current versions, contact your DPAS Software Control Officer to obtain the current version.

3. Security Considerations

a. The initial password for existing users for this release will be their password with the alpha characters input in UPPER CASE.  Upon accessing, the user will be required to select a new password of at least 8 characters using a variety of Upper/Lower case letters, numeric and special characters.

b. There have been several new processes added to the DPAS with this release.  Access to these processes has been initially set to “Off”. The new processes are:

Module


  Process

Hand Receipt

- Generate Turn-In/Transfer Form




- Excess in Place Delete

Hand Receipt Holder
- Authorization Inventory Report

Inquiries

- Disposal Activity

- Disposal Designee Code

- Asset Redistribution History

Should any of the DPAS users at the site require access to these processes, the security representative has the capability to grant them the access using the Program process located in the Security Module of the DPAS.

4. System Change Requests (SCRs) in this release:
a.
DPAS-00295 – CFO Detail Report

This SCR will produce a CFO Detail Activity Report.  The report will list by UIC, Fund Code/Appn, and Asset Code all of the transactions that summarize to the summary values listed in the CFO Accounting Statement Report.

b.
DPAS-00303 – Provide the Capability to Store Favorite Inquiry Formats 

This SCR modifies the DPAS standard inquiries as follows:  

1) The “OK” Push Button on the Selection Criteria window has been defined as a “default” value once the focus has left the list box containing the list of available fields.  Depressing the “Enter” button will now execute the query.

2) A ‘Favorites’ Push Button has been added to the Selection Criteria and Report View windows.  The Favorites Push Button will provide the user with the capability to “Save, Retrieve and Delete” frequently used query parameters.  The maximum path value to include the query name is 80 characters.

a. When used in conjunction with the Selection Criteria window, the user can store any/or all of the following: Data Element Name, Boolean Value, and the Filtering Value(s).

b. When used in conjunction with the Report View window, the user can store the “Data Elements they desire to be included in the report

3) The Report View window now provides a method for returning to the Report View and Selection Criteria windows without losing the inputted entries

4) The following catalog data elements were added to the End Item Serial, End Item Bulk and Component Asset inquiries: ARC, and  CIIC.

In addition to the changes to the inquiries themselves, there were several changes made to the User Defaults process to support this SCR.  They are as follows:

1) To provide the user with the capability to store their “Favorites” wherever desired, a “File Locations” tab was added to the “User Defaults” window.  Activities who utilize a “Shared Drive” among their DPAS users will be able to Share their common Favorites by identifying the Share Drive directory as the location of their “Favorites”.

2) Using the File Locations Tab, user will now be able to change their ‘default’ location of where their Ad Hoc Reports are located.  Prior to this, a user would have to perform this action by directly accessing the Registry.

3) The location of the Users Defaults in the Windows Registry has been changed from HKEY_LOCAL_MACHINE to HKEY_CURRENT_USER.  This was done to support those users who do not have ‘update/write’ access to the HKEY_LOCAL_MACHINE area.  As a result of this change, all personal User Defaults data will not be viewable after the upgrade without executing the DPASREG procedure that will move the default values from the HKEY_LOCAL_MACHINE area of the registry to the HKEY_CURRENT_USER, or by re-entering the data.  See Section 2d for additional information concerning the migration of the user default data.

c.
DPAS-00304 – DAISY Interface – DRMS’ Automated Information System 

This SCR provides for an automated interface with the Defense Logistics Agency’s DRMS Automated Information System (DAISY) for reporting excess assets.  With the stand down of the DISA’s DITMS (DoD’s ADP Redistribution System), there is a need to replace the current DPAS-DITMS interface.  This new interface will support the excessing of all types of assets to include non-property book assets.  The new interface provides more functionality than the DPAS-DITMS interface had.  It is designed to provide the DPAS user with single input and no loss of accountability during the transfer of assets from DPAS to DAISY.  The DPAS user will ‘excess’ an asset in DPAS by using the Excess Asset processes (one for Property Book assets and one for Non-Property Book Assets).  This input will generate a transaction that will be electronically sent to DAISY.  Upon acceptance of the asset by DRMS personnel, DAISY will send DPAS a transaction that will result in an automatic decrease action being generated in DPAS.  For detailed information concerning Excess Reporting using DPAS, refer to Annex E of the DPAS Users Manual.

Features of the interface are as follows:

1. The UIC master table was modified to add logic to support an interface with DAISY.  All logic/fields related to DITMS was removed.  The first step in beginning operations is to activate the interface for each UIC.  Users will use the Utilities – Master Table Maintenance – UIC process to initialize the interface with DRMS.  This must be performed for each UIC that will interface with DRMS.  There are 3 possible values – ‘ ’ – Non-Interfacing, ‘E’ – Interfacing with agreement for “Excessing in Place”, ‘N’ – Interfacing with no agreement for “Excessing in Place”.  When “N’ is selected, the “Excess In Place” check box will be disabled to prevent accidental selection when excessing an asset.

2. The User Defaults process was modified by adding a new tab called “Excess” that provides for defining a default “Dspsl Activity” (your DRMO’s DoDAAC), and Holding Location Information: DoDAAC, POC, Loc and Sub Loc (Information for Excessing In Place).

3. The Excess Asset process was modified to support the interfacing requirements with DAISY and to eliminate unique DITMS requirements.  DPAS users will initiate an Excess Request with DRMS as soon as it is known that an asset will become excess.  Using the Excess process, the DPAS user will generate a “Pre-notification” to DAISY.  This transaction will provide DAISY with a transaction that will permit them to begin the re-utilization process.  User can designate an asset for re-use to a School at this time, if desired.  

4. When the asset is actually available for redistribution/disposal, the user will report the asset as ‘Excess’.  This will provide DAISY a transaction that will advise the DRMS personnel that they can anticipate receiving the asset in the near-term.  The user can designate the asset for re-use to a school at this time, if desired.  The information reported on the Excess action will take precedence over any data reported during the “Pre-Notification” process.

5. DPAS users who have signed an agreement with DRMS to ‘hold’ the assets locally can report the assets as “Excess in Place”.  When this occurs the user will forward the DD Form 1348-1A to the designated DRMS site.  Upon receipt and acceptance, DRMS will input the information into DAISY.  When this is performed, DAISY will electronically send DPAS a transaction that will be used to perform the decrease action against the user record.

6. DPAS will provide the user with an electronic record of the DRMS assets that are held as “Excess In Place”.  Upon disposition of the asset by DRMS, the DPAS user will use the Excess In Place Delete process to remove the DRMS accountability record from DPAS.

7. To support the Computers For Learning (CFL) program, DPAS provides the user with a list of the approved schools.  This list is maintained electronically through the DAISY interface.  DPAS users will have a ‘browse’ button to query the list of approved schools to make a selection.  Should there be a school not listed that is desired, DPAS users will be able to access the DRMS web site to submit a request for the school to be added.  Once approved, DAISY will send an update to DPAS making it available.

8. DPAS has added a DRMO location table that will provide the DPAS user POC and address information of all DRMS redistribution sites.  A browse button has been added to the Excess Asset window to ease in the selection of the DRMO location when the User Defaults Dspsl Activity has not been populated.  A Standard DPAS inquiry has also been added for viewing of the POC / Address information (Hand Receipt inquiries).  Updates will be provided by DRMS via the DAISY interface.

9. DPAS has modified the DD Form 1348-1A to support the changes requested by DRMS.  Specifically, the Stock Nbr format has been modified for Non-NSN items.  Per DRMS, the format for Non-NSN items should be FSC+Nomen.

10. DPAS has added a new report, “Suspended Excess Actions” Report.  This report will provide the DPAS user with a listing of those items that could not be automatically dropped from the property book due to discrepancies in what was shipped to DRMS per DD Form 1348 and what DRMS has receipted.

11. The Asset Increase, Selected Change, and Decrease processes were modified to remove unique DITMS processing requirements.  As an example, the following fields were removed from the Increase/Selected Change Processes: ADP Sys Cd, ADP Owner Code , Acq Cd, Maint Type Cd, Monthly Maint Cost, and Monthly Rental Cost.

12. DPAS has removed unique DITMS processes as follows:  Update Incomplete Records, Correct ADP Rejects and ADP Asset Extract from the Hand Receipt module.

13. DPAS has renamed the ADP Component Cd  to Device Cd to align it with the DRMS terminology - Catalog A/C/D process.

14. DPAS has made the data element “Dmil Cd” mandatory to support the Excess Reporting Requirement – Catalog A/C/D process.  During the conversion to release 16.3, users catalog records that contained a ‘blank’ DMIL Cd were updated to a value of “A”.  “A” will also be the default value set in the window for all new Stock Nbrs that are added to the catalog that do not exist in FEDLOG or SB700-20.  As with all default values, users may select a different value when it is appropriate.

15. DPAS has modified the ADP Mfr Cd contained within the Manufacturer Part Nbr process to read IT Mfr Cd and have provided a link to the DPAS webpage to request a new one when a new IT Mfr Cd needs to be added.  When the request is submitted, the DPAS Support Center in Columbus, OH will review the request, and determine the appropriate course of action. If a new IT Mfr Cd is deemed to be the appropriate course of action, they will generate the new IT Mfr Cd, enter it into DPAS, and notify the user of the update.

16. DPAS has removed the ADP Interface Cd from the Fund Cd/Appn A/C/D process window.

d. DPAS-00306 – Add Fields to User Defaults

This SCR adds additional fields to the Doc Register Tab of the User Defaults process as follows:

Request for Issue – Dstrn Cd, Prj Cd, Media Sts Cd, Advice Cd, DODAAC, Supp Address

Request for Turn-in – Msg Id 1 , Msg Id 2, Signal Cd, Supp Address

Note:  The DODAAC is currently retrieved from the UIC master table using the UIC that was input.  This will continue unless there is a DODAAC value present in User Defaults.  If there is, the default DODAAC value will be displayed.  

5. The following PTRs are included with DPAS Release 16.3.00:

User Access

User Access Add/Change/Delete.  -  Adds the Authorization Inventory Report to the Hand Receipt Holder On-line Reports Menu and the Hand Receipt Holder Reports Security window.  PTRs 10068, 10069, 10070, and help ticket 14317 apply.

Change Password.  -  Modifies the “Change Password” window to add the capability for the user to update their email address and phone number when changing their password.  It also increases the minimum password length to 8 characters.  PTRs 10188, 10189 apply.

Accounting

Improvement Cost.  – The process was modified to permit the update of the Expense Code and Fund Cd fields when performing a change action.  PTR 9947, 9948, and help ticket 13353 apply.

Real Property Add/Change/Delete.  -  Corrects the problem of the effective date and the transaction date not being updated correctly and corrects the problem where the Transfer Type Cd was only being written to the accounting transaction for ‘Add’ transactions.  PTR 10223, and help ticket 15752 apply.

Hand Receipt Actions

End Item Increase, Component Increase.  -  Corrects the problem of the processes not always disconnecting from the database when processing bulk assets, and jumping to the catalog module.  It also modifies the processes to restore the correct accumulated depreciation amount for reversals when a write-off amount is involved.  PTRs 10224, 10221, 10222, and help tickets 15654, 14198, 15055, 15673, 15732, and 14615 apply.

End Item Price Adjustment.  – Corrects a problem where the process issues an abort after processing several successful actions.  PTR 10434 and help ticket 14238 apply.
Bulk Asset Price Adjustment.  – A calculator feature was added to assist the user in determining the new bulk average unit price.  PTR 10242, 10243, 10244, and 10245 apply.
End Item Decrease, Component Decrease.  -  Includes write off amounts in the accumulated depreciation total on the history record.  PTRs 10204, 10205 and help ticket 15430 apply.

Lateral Transfer/UIC Merge  - Corrected the problem of the Lateral Transfer/UIC Merge process timing out when the user attempts to transfer a large volume of records and corrects the problem of the Job Order Nbr not being included in the accounting transaction for certain transfer actions.  PTRs 10259, 10307, and help tickets 15872 and 16252 apply.

Inventory 

Update Inventory Actions.  -  Corrects the problem where the process is closing the inventory with a ‘CR’ after only one asset is updated.  PTR 10252, and help ticket 16113 apply.

Manage Inventories.  - Modifies the process to permit selected inventories to be cancelled, and to notify the user that the “Next Inventory Due Date” will not be reset when the inventory is cancelled.  The message box will notify the user that should they wish to reset the date, they are to use the Maj/Sub Hand Receipt process to perform this action.  PTR 10276 and help ticket 15997 apply.

Manage Inventories.  - Adds a toolbar button to the window to provide the capability to print the contents of the of the listbox.  PTR 10240 and 10241 apply.

Batch Clean Up for Inventory.  - Modifies the process to delete pending inventories that had begun to process, but did not finish due to errors.  The process will generate a Management Message to notify the user that their inventory failed to complete.  PTR 10272 applies.

Authorized Asset Inventory, Sensitive Item Inventory, and Controlled Cryptographic Inventory Initialize/Report Processes.  –  The processes were modified to correct the problem where the Next-Inv Due-Dt was not being updated when the inventory was initialized.  PTRs 10277, 10278, 10279, and help ticket 15875 apply. 

Deletion of Pending Inventory Actions  -  The decrease processes were modified to clear all unresolved inventory actions from the Inventory Exceptions table when the asset is dropped from the property book.  PTRs 10273, 10274 and 10275 apply.

Inventory Reconciliation.  - Modifies the Inventory Reconciliation process to provide the user with a Management Message when an inventory was cancelled due to the process having failed or due to the inventory not having been completely initialized prior to the start of run.  PTR 10283.applies.

Catalog

Catalog Add/Change/Delete.  -  Displays the CIIC and the UI for FEDLOG items, and displays the same ARC values on the catalog inquiry as is shown on the Catalog Add/Change/Delete screen on a change to an SB700 record. The changes also include the enabling of FEDLOG data for all users, and the adding of a message informing the user when there are assets, or Due-In records with the specified Stock Nbr, when attempting to delete a catalog record.  PTRs 10211, 10220, 10229, 10291, 10380, 10383 and help tickets 15823, 15633, 15361 and 14830 apply. 

Hand Receipt Holder Actions

Generate Hand Receipt Inventory.  - Corrects the problem where the process was permitting the user to request HRH reports for HRH accounts other than those they have been granted access.  PTR 10263 applies.

Hand Receipt Holder Report Menu.  -  Adds the Authorization Inventory Report as a report selection.  PTR 10348, and help ticket 14317 apply.

Inquiries

End Item Bulk Inquiry, End Item Serial Inquiry, Manufacturer’s Part Number Inquiry, Component Serial/Bulk Inquiry.  -  Corrects the problem of the inquiry continually running, and if more than 50 records are returned, the program does not return the remaining rows when the selection criteria included a wild card symbol.  PTRs 10385, 10386, 10387, 10388, and help ticket 16648 apply.

Real Property Inquiry.  -  Corrects the problem of the report view portion of the Real Property Inquiry not displaying or exporting values in the Fiscal Year Cost field.  PTR 10228 applies.

Reports
Controlled Cryptographic Inventory Report, Location Inventory Report, Sensitive Item Inventory Report, Cyclic Inventory Report, and Hand Receipt Inventory Report.  -  Corrects the problem of the batch versions of these reports not showing up in the next day’s print reports menu for all users.  PTRs 10231, 10167, 10168, 10166, 10169, 10165 and help ticket 14186 apply.

UIT Transaction Report and UIT Reconciliation Request.  -  Corrects the problem of only 13 digits of the document number showing on the report and corrects a problem with an occasional batch abort on UIC when requesting a specific UIC Reconciliation.  PTRs 10239, 10407and help ticket 15961 apply.

Mobile Master Report.  -  Corrects the problem of duplicate records appearing on the Mobile Master Report.  PTR 10248 and help ticket 14930 apply.

Turn-In Forms

DD Form 1348-1A Forms – The forms were modified to print the “RIC from” in positions 4-6.  PTR 10352 applies.

Miscellaneous

UIC A/C/D Process – Modified the UIC A/C/D process to permit the UIC to be updated to “Inactive” status when there are inactive real property records present.  PTR 10258 applies.

SARSS Interface – Modified  the export and FTP process to prevent errors from occurring when the FTP is not successful.  PTRs 10265, 10267, 10437, and help ticket 16058 applies.

Abort Message Window.  -  Modifies the processes to add the capability to email the abort message to the DPAS Call Center and to update the DPAS Call Center phone numbers displayed in the abort message window.  PTRs10201, 10206, 10207, 10208,10209, 10213, and help tickets 14137 and 15430 apply. 

User Defaults

SARSS Supply Interface  -  The RIC field on the Document Register tab has been enabled for SARSS users.  PTR 10251 applies.

6.  System Requirements

See software installation instructions available from the DPAS web site.

7. Points of Contact for this Release

a.  Problems with installation of this release:

Dayton Help Desk: helpdesk@day.disa.mil, Phone 937-257-3251, DSN 787-3251.

b.  Problems encountered during processing:

DPAS Help Desk: cco-dpashelp@dfas.mil, Phone 614-693-0888, DSN 869-0888 or 1-866-498-8687

c.  General questions regarding the release: 


Phone 717-605-6201 
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