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Overview
The key to data quality is HQ level leadership because…

Data quality is not so much a reflection of the system as it is about the quality of controls implemented and followed 

If/when management stops “tracking” data quality, it deteriorates

At DoD level, we have made some improvement in DPAS financial and logistics data quality …

There is room for improvement

DPAS

 MONTHLY MANAGEMENT REPORTS

Management Report Sources
Downloadable queries from DPAS website

· Accounting reports

· Acquisition cost validation

· Capital assets not activated for depreciation

· Depreciating assets under the capitalization threshold

· Suspected asset code errors

· Asset Accountability reports

· Assets without locations

· Barcode equal to serial number

· Past due inventories (PP&E, NDE, Property On-Loan, CIIC of 7, CIIC of Other, DODSASP of W  and Weapons)

· Questionable HRHs

· Acquisition Cost Determined By User

· Asset Management

· Questionable serial numbers

· Excess Assets Over 90 Days

· Key DPAS Fields Blank

· Transactions Other Than Increase/Decrease

· Missing Barcodes

· Assets Surveyed W/In 1 Year

· Manage Inventory Report

Available by contacting QA (HQ only)

· Financial

· Status of running depreciation

· Residual value greater than zero

· Depreciation period greater than 20 years

· Accumulated depreciation for personal property

· Logistics

· Condition code report

· Sub-minor property on property book (under $5000)

· Increases/decreases not posted to property book in 7 days

· General stats

· Summary of asset values/numbers by asset categories

· GFE, Software, Capital Lease values

· Transactions to assets

· User status (expired passwords)

· History deletion status

· UICs without assets

What DPAS data can be monitored remotely?

· General risk indicators

· How often the system is used (ratio transactions to assets)

· How frequently the system is updated (time to post increases)

· Financial reporting accuracy

· Whether depreciation is being run

· Whether capitalizable assets are being depreciated and whether  depreciation is posting

· Assets are properly categorized for financial reporting purposes

· Depreciation schedules are accurate

· Residual values are zero

· Assets are properly valued

· Accountability risk

· All assets have valid HRH’s/custodians

· All assets have valid locations assigned

· All assets are bar-coded

· Inventories are held as required

DPAS METRICS

Ratio of Transactions/Assets (charts)

Percent of Increases Not Posted to Books in 7 Days During Last 12 Months (charts)

Financial Errors – Impact DoD Financial Statement

· Depreciation

· Not running depreciation 

· Capital assets not activated for depreciation

· Capital assets prevented from depreciating

· Depreciating minor property

· Residual value greater than $0

· Depreciation period longer than permitted (20 years or more for personal property)

· Inaccurate Reporting Categories

· Inaccurate Acquisition Prices

Value of Assets with Depreciation Errors (charts)

Depreciation Cycle Statistics (charts)

Capital Assets Not Activated for Depreciation (charts)

Capital Assets Prevented from Depreciating (Due to Over-ride Codes) (charts)

Capital Assets (charts)

Residual Value of Capital Assets Greater than Zero (charts)

Incorrect Depreciation Schedule (Exceeds 20 Years for Personal Property) (charts)

Unvalued Acquisition Costs (Charts)

Logistics Errors 

DoD Accountability and Credibility
· No locations

· No barcodes

· Not inventoried as required

· Unserviceable or Suspended Condition Codes
Asset Accountability (charts)

Personal Property Not Inventoried in 3 Years (charts)

Military Property Not Inventoried in 1 Year (charts)

Past Due Inventories (charts)

No History Deletion in Over 3 Years (charts)

DATA QUALITY REPORT CARDS

· Reporting Period - June 2003 thru February 2004

· GREEN - Indicates a positive improvement.

· YELLOW - Indicates that little or no progress was made.

· RED - Indicates a declining condition that should be addressed.


HELP DESK UPDATES

Calls Answered Per Month 2002 – 2004 (chart)

Total Abandoned Calls and Abandoned Calls as a Percent of Total (chart)

Customer Survey Results February 2004 (chart)

Topics of Interest
· Topics of interest from callers:

· Excess of IT Assets Through DAISY Interface

· USA Army Recruiting Command Expanding Fielding of DPAS to Lower Command Levels

· New Users That Have Received No DPAS Training

· SARSS Interface For Army Users

· Fielding of DPAS Software Patches

· Fielding of Software for PDA Scanners to Perform Inventories

· Transition of DECC-Dayton Helpdesk Functions to DECC-Ogden
DPAS INFORMATION ASSURANCE

Information Assurance  
Accreditation Overview

· The accreditation document is the System Security Authorization Agreement (SSAA) used to specify security requirements and document decisions.

· The 2000 Accreditation Approval to Operate (ATO) issued by DLA.

· DFAS acting as Designated Approving Authority (DAA), issued Approval to Operate (ATO) on October 9, 2003. 

Information Assurance  
 SSAA Initiatives

· Streamlined and updated SSAA.

· Posted SSAA on DPAS web site.

· Revised user Security Awareness Guide with web based interactive learning and review facility.

Information Assurance  
 SSAA Future

· SSAA a living document requiring continuous revision and update. 

· Developed process for SSAA configuration control and versioning.

· Updates to be done in a quarterly basis, first quarterly update completed Dec 03.

· SSAA Change Control document captures  comments from reviewers pending implementation

· Pending revisions:

· System Concept of Operations

· Configuration Management Plan

Information Assurance  
 PKE Definitions

· Private Web-Enabled Application:  Any DoD operated web application that provides information resources not intended for the general public. A private web server restricts general public access to it. (For additional information see DoDD 5230.9 and DoDI 5230.29).
· PK Enabling:  Use of public key certificates for security services such as authentication, confidentiality, data integrity, and nonrepudiation.  PKE involves:

· Replacing existing or creating new user authentication system using personal digital certificates instead of other technologies such as username/password, IP filtering, etc.; 

· Implementing public key technology to digitally sign, in a legally enforceable manner, transactions and documents; 

· Encrypting data at rest and/or in transit.   

Information Assurance  
 PKE Implementation 
· DoD date for implementing PKE user access controls is April 2004. 

· DFAS private web-enabled applications shall employ a phased implementation approach as follows: 

· Milestone 1: Enable client-side SSL authentication at web server but also allow non-PKE access - due 15 Nov 03

· Milestone 2: Application server accepts authenticated identity contained on user certificate. Non-PKE access by 2nd path may continue. - due 31 Jan 04

· Milestone 3: Discontinue non-PKE access by 2nd path. All access is PKI-based - due 1 Apr 04.

· DPAS  has implemented Milestone 1 and is in testing for Milestone 2.

DPAS

ADDITIONAL SUPPORTING METRICS
Not Running Depreciation (charts)

Non-Capital Assets Depreciating (charts)

Undervalued Acquisition Costs (charts)

Asset Code Errors (charts)

Asset Accountability – Assets Without Locations (charts)

Assets With Unserviceable or Suspended Condition Codes (charts)
